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telephone subscribers billed for pay-per-
call or other information services can 
understand the charges levied and are 
informed of their rights and 
responsibilities with respect to payment 
of such charges.
Federal Communications Commission. 
Marlene H. Dortch, 
Secretary.
[FR Doc. 03–8299 Filed 4–4–03; 8:45 am] 
BILLING CODE 6712–01–P

FEDERAL DEPOSIT INSURANCE 
CORPORATION 

FDIC Advisory Committee on Banking 
Policy; Notice of Meeting

AGENCY: Federal Deposit Insurance 
Corporation (FDIC).
ACTION: Notice of open meeting.

SUMMARY: In accordance with the 
Federal Advisory Committee Act (Pub. 
L. 92–463, as amended), notice is hereby 
given of a meeting of the FDIC Advisory 
Committee on Banking Policy 
(‘‘Advisory Committee’’), which will be 
held at the FDIC office in Arlington, 
Virginia. The Advisory Committee will 
provide advice and recommendations 
on a broad range of issues relating to the 
FDIC’s mission and activities. 

Time and Place: Tuesday, April 22, 
2003, from 9 a.m. to 12:30 p.m., and 
1:30 p.m. and 3:30 p.m. The meeting 
will be held in Meeting Room A at the 
FDIC Seidman Center, located at 1001 
North Monroe Street, Arlington, 
Virginia. 

Agenda: The agenda items include 
discussion of the FDIC regional and 
field office structure, the future of 
financial regulation, and the future of 
banking. Agenda items are subject to 
change. Any changes to the agenda will 
be announced at the beginning of the 
meeting. 

Type of Meeting: The meeting will be 
open to the public, limited only by the 
space available on a first-come, first-
served basis. For security reasons, 
members of the public will be subject to 
security screening procedures and must 
present a valid photo identification to 
enter the building. The FDIC will 
provide antendees with auxiliary aids 
(e.g., sign language interpretation) 
required for this meeting. Those 
attendees needing such assistance 
should call (202) 416–2089 (Voice); 
(202) 416–2007 (TTY), at least two days 
before the meeting to make necessary 
arrangements. Written statements may 
be filed with the committee before or 
after the meeting.
FOR FURTHER INFORMATION CONTACT: 
Requests for further information 

concerning the meeting may be directed 
to Mr. Robert E. Feldman, Committee 
Management Officer of the FDIC, at 
(202) 898–3742.

Dated: April 2, 2003.
Federal Deposit Insurance Corporation. 
Robert E. Feldman, 
Committee Management Officer.
[FR Doc. 03–8334 Filed 4–4–03; 8:45 am] 
BILLING CODE 6714–01–M

FEDERAL RESERVE SYSTEM

Change in Bank Control Notices; 
Acquisition of Shares of Bank or Bank 
Holding Companies

The notificants listed below have 
applied under the Change in Bank 
Control Act (12 U.S.C. 1817(j)) and 
§ 225.41 of the Board’s Regulation Y (12 
CFR 225.41) to acquire a bank or bank 
holding company. The factors that are 
considered in acting on the notices are 
set forth in paragraph 7 of the Act (12 
U.S.C. 1817(j)(7)).

The notices are available for 
immediate inspection at the Federal 
Reserve Bank indicated. The notices 
also will be available for inspection at 
the office of the Board of Governors. 
Interested persons may express their 
views in writing to the Reserve Bank 
indicated for that notice or to the offices 
of the Board of Governors. Comments 
must be received not later than April 21, 
2003.

A. Federal Reserve Bank of St. Louis 
(Randall C. Sumner, Vice President) 411 
Locust Street, St. Louis, Missouri 63166-
2034:

1. Tommy W. Ross, Milan, Tennessee; 
to acquire additional voting shares of 
Hometown Bancorp, Inc., Milan, 
Tennessee, and thereby indirectly 
acquire additional voting shares of The 
Bank of Milan, Milan, Tennessee.

Board of Governors of the Federal Reserve 
System, April 1, 2003.
Robert deV. Frierson,
Deputy Secretary of the Board.
[FR Doc. 03–8311 Filed 4–4–03; 8:45 am]
BILLING CODE 6210–01–S

FEDERAL RESERVE SYSTEM

Formations of, Acquisitions by, and 
Mergers of Bank Holding Companies

The companies listed in this notice 
have applied to the Board for approval, 
pursuant to the Bank Holding Company 
Act of 1956 (12 U.S.C. 1841 et seq.) 
(BHC Act), Regulation Y (12 CFR Part 
225), and all other applicable statutes 
and regulations to become a bank 

holding company and/or to acquire the 
assets or the ownership of, control of, or 
the power to vote shares of a bank or 
bank holding company and all of the 
banks and nonbanking companies 
owned by the bank holding company, 
including the companies listed below.

The applications listed below, as well 
as other related filings required by the 
Board, are available for immediate 
inspection at the Federal Reserve Bank 
indicated. The application also will be 
available for inspection at the offices of 
the Board of Governors. Interested 
persons may express their views in 
writing on the standards enumerated in 
the BHC Act (12 U.S.C. 1842(c)). If the 
proposal also involves the acquisition of 
a nonbanking company, the review also 
includes whether the acquisition of the 
nonbanking company complies with the 
standards in section 4 of the BHC Act 
(12 U.S.C. 1843). Unless otherwise 
noted, nonbanking activities will be 
conducted throughout the United States. 
Additional information on all bank 
holding companies may be obtained 
from the National Information Center 
website at www.ffiec.gov/nic/.

Unless otherwise noted, comments 
regarding each of these applications 
must be received at the Reserve Bank 
indicated or the offices of the Board of 
Governors not later than May 1, 2003.

A. Federal Reserve Bank of Dallas 
(W. Arthur Tribble, Vice President) 2200 
North Pearl Street, Dallas, Texas 75201-
2272:

1. Premier Bancshares, Inc., Dallas, 
Texas, and Premier Delaware 
Bancshares, Inc., Dover, Delaware; to 
become bank holding companies by 
acquiring 100 percent of the voting 
shares of Synergy Bank, SSB, Waco, 
Texas, and thereby indirectly acquire 
Synergy Financial Group, Waco, Texas.

Board of Governors of the Federal Reserve 
System, April 1, 2003.
Robert deV. Frierson,
Deputy Secretary of the Board.
[FR Doc. 03–8310 Filed 4–4–03; 8:45 am]
BILLING CODE 6210–01–S

GENERAL SERVICES 
ADMINISTRATION 

Privacy Act of 1974; Proposed 
Revisions to a Privacy Act System of 
Records

AGENCY: General Services 
Administration.
ACTION: Notice of proposed revisions to 
an existing Privacy Act system of 
records. 

SUMMARY: The General Services 
Administration (GSA) proposes to revise 
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an existing system of records titled 
‘‘Investigation Case Files’’ (GSA/ADM–
24), last published on July 25, 1996 (61 
FR 38752). The system of records, 
maintained by GSA’s Office of Inspector 
General (OIG), is being revised to 
comply with requirements established 
by the Homeland Security Act of 2002 
(Pub. L. 107–296, Nov. 25, 2002). The 
major change to the system is the 
addition of a new routine use to allow 
the disclosure of information to 
authorized officials within the 
President’s Council on Integrity and 
Efficiency (PCIE), who are charged with 
the responsibility for conducting 
qualitative assessment reviews of 
investigative operations for the purpose 
of reporting to the President and 
Congress on the activities of the OIG. A 
minor change consisting of substituting 
a sequential numbering system for the 
current alphabetical system under 
routine uses in the Privacy Act notice 
also will be made for easier reference.
DATES: Any interested persons may 
submit written comments on this 
proposal. It will become effective 
without further notice on May 7, 2003 
unless comments received on or before 
that date result in a contrary 
determination.
ADDRESSES: Comments should be 
submitted to the Office of Counsel to the 
Inspector General (JC), Office of 
Inspector General, General Services 
Administration, 1800 F Street, NW., 
Washington, DC 20405.
FOR FURTHER INFORMATION CONTACT: GSA 
Privacy Act Officer, General Services 
Administration, Office of the Chief 
People Officer, 1800 F Street, NW., 
Washington, DC 20405; telephone (202) 
501–1452.
SUPPLEMENTARY INFORMATION: This 
publication is in accordance with the 
Privacy Act requirement that agencies 
publish their amended systems of 
records in the Federal Register when 
there is a revision, change, or addition. 
GSA’s Office of Inspector General (OIG) 
has reviewed its systems of records 
notices and has determined that its 
record system, Investigation Case Files 
(GSA/ADM–24), must be revised to add 
a routine use in order to comply with 
the Homeland Security Act of 2002. 
Specifically, section 812, subsection (7) 
of that Act reads as follows: ‘‘To ensure 
the proper exercise of the law 
enforcement powers authorized by this 
subsection, the Offices of Inspector 
General described under paragraph (3) 
shall, not later than 180 days after the 
date of enactment of this subsection, 
collectively enter into a memorandum 
of understanding to establish an 
external review process for ensuring 

that adequate internal safeguards and 
management procedures continue to 
exist within each Office and within any 
Office that later receives an 
authorization under paragraph (2). The 
review process shall be established in 
consultation with the Attorney General, 
who shall be provided with a copy of 
the memorandum of understanding that 
establishes the review process. Under 
the review process, the exercise of the 
law enforcement powers by each Office 
of Inspector General shall be reviewed 
periodically by another Office of 
Inspector General or by a committee of 
Inspectors General. The results of each 
review shall be communicated in 
writing to the applicable Inspector 
General and to the Attorney General.’’ 
The additional routine use would allow 
the disclosure of information to 
authorized officials within the PCIE, the 
Department of Justice, and the Federal 
Bureau of Investigation, as necessary, 
for the purpose of conducting 
qualitative assessment reviews of the 
OIG’s investigative operations to ensure 
that adequate internal safeguards and 
management procedures are maintained.

Dated: March 31, 2003. 
Daniel K. Cooper, 
Director, Information Management Division.

GSA/ADM–24

SYSTEM NAME: 

Investigation Case Files. 

SECURITY CLASSIFICATION: 

Some of the material contained in the 
system has been classified in the 
interests of national security pursuant to 
Executive Order 11652. 

SYSTEM LOCATION: 

This system is located in the GSA 
Office of Inspector General, 1800 F 
Street NW., Washington, DC 20405. The 
database for the system, known as the 
Investigations Information System (IIS), 
is on a local area network in the GS 
Building and is operated by the System 
Development and Support Division of 
the Office of Inspector General (JPM). 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals covered by the system are 
employees, former employees, and 
applicants for employment with GSA, as 
well as commissions, committees and 
small agencies serviced by GSA. The 
system also includes historical 
researchers, employees of contractors 
performing custodial or guard services 
in buildings under GSA control, any 
person who was the source of a 
complaint or an allegation that a crime 
had taken place, a witness who has 

information or evidence on any side of 
an investigation, and any possible or 
actual suspect in a criminal, 
administrative, or civil action. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Investigative files containing personal 

information, including name, date and 
place of birth, experience, and 
investigative material. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. App. 3., section 2 et seq.

PURPOSE(S): 
The system serves as a basis for taking 

civil, criminal, and administrative 
actions, including the issuance of 
subpoenas, security clearances, 
suitability determinations, and similar 
authorized activities. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Records are used by GSA officials and 
representatives of other government 
agencies on a need-to-know basis in the 
performance of their official duties 
under the authorities set forth above and 
for the following routine uses: 

1. A record of any case in which there 
is an indication of a violation of law, 
whether civil, criminal, or regulatory in 
nature, may be disseminated to the 
appropriate Federal, State, local, or 
foreign agency charged with the 
responsibility for investigating or 
prosecuting such a violation or charged 
with enforcing or implementing the law. 

2. A record may be disclosed to a 
Federal, State, local, or foreign agency 
or to an individual organization in the 
course of investigating a potential or 
actual violation of any law, whether 
civil, criminal, or regulatory in nature, 
or during the course of a trial or hearing 
or the preparing for a trial or hearing for 
such a violation, if there is reason to 
believe that such agency, individual, or 
organization possesses information 
relating to the investigation, and 
disclosing the information is reasonably 
necessary to elicit such information or 
to obtain the cooperation of a witness or 
an informant. 

3. A record relating to a case or matter 
may be disclosed in an appropriate 
Federal, State, local, or foreign court or 
grand jury proceeding in accordance 
with established constitutional, 
substantive, or procedural law or 
practice, even when the agency is not a 
party to the litigation. 

4. A record relating to a case or matter 
may be disclosed to an actual or 
potential party or to his or her attorney 
for the purpose of negotiation or 
discussion on matters such as 
settlement of the case or matter, plea-
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bargaining, or informal discovery 
proceedings. 

5. A record relating to a case or matter 
that has been referred by an agency for 
investigation, prosecution, or 
enforcement or that involves a case or 
matter within the jurisdiction of any 
agency may be disclosed to the agency 
to notify it of the status of the case or 
matter or of any decision or 
determination that has been made or to 
make such other inquiries and reports as 
are necessary during the processing of 
the case or matter. 

6. A record relating to a case or matter 
may be disclosed to a foreign country 
pursuant to an international treaty or 
convention entered into and ratified by 
the United States, or to an Executive 
agreement. 

7. A record may be disclosed to a 
Federal, State, local, foreign, or 
international law enforcement agency to 
assist in crime prevention and detection 
or to provide leads for investigation. 

8. A record may be disclosed to a 
Federal, State, local, foreign, tribal or 
other public authority in response to its 
request in connection with the hiring or 
retention of an employee, the issuance 
of a security clearance, the reporting of 
an investigation of an employee, the 
letting of a contract, or the issuing of a 
license, grant, or other benefit by the 
requesting agency, to the extent that the 
information relates to the requesting 
agency’s decision on the matter. 

9. A record may be disclosed to the 
public, news media, trade associations, 
or organized groups when the purpose 
is educational or informational, such as 
describing crime trends or distinctive or 
unique modus operandi, provided that 
the record does not identify a specific 
individual. 

10. A record may be disclosed to an 
appeal or grievance examiner, formal 
complaints examiner, equal opportunity 
investigator, arbitrator, or other 
authorized official engaged in 
investigation or settlement of a 
grievance, complaint, or appeal filed by 
an employee. This includes matters and 
investigations involving the Merit 
Systems Protection Board or the Office 
of Special Counsel. A record may also 
be disclosed to the United States Office 
of Personnel Management (OPM) in 
accordance with the agency’s 
responsibility for evaluating Federal 
personnel management. 

11. A record may be disclosed as a 
routine use to a Member of Congress or 
to a congressional staff member in 
response to an inquiry of the 
congressional office made at the request 
of the person who is the subject of the 
record. 

12. Information may be disclosed at 
any stage of the legislative coordination 
and clearance process to the Office of 
Management and Budget (OMB) for 
reviewing of private relief legislation as 
set forth in OMB Circular No. A–19. 

13. A record may be disclosed: (a) To 
an expert, a consultant, or contractor of 
GSA engaged in a duty related to an 
agency function to the extent necessary 
to perform the function; and (b) to a 
physician to conduct a fitness-for-duty 
examination of a GSA officer or 
employee. 

14. A record may be disclosed to any 
official charged with the responsibility 
to conduct qualitative assessment 
reviews of internal safeguards and 
management procedures employed in 
investigative operations. This disclosure 
category includes members of the 
President’s Council on Integrity and 
Efficiency and officials and 
administrative staff within their 
investigative chain of command, as well 
as authorized officials of the Department 
of Justice and the Federal Bureau of 
Investigation.

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, REVIEWING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Paper records are kept in files and file 
folders. Electronic records are stored in 
an electronic database or on hard or 
floppy disks and tapes. 

RETRIEVABILITY: 

Paper records are retrievable 
manually by name from files indexed 
alphabetically and filed numerically by 
location and incident. Electronic 
records are retrievable by number or 
letter. 

SAFEGUARDS: 

Paper records are stored in locked 
rooms with access limited to authorized 
personnel. Computer based records are 
available only to authorized users with 
a need to know and are protected by a 
network logon password, user 
password, and restricted right of access 
to the software, system, file, data 
element, and report. 

RETENTION AND DISPOSAL: 

Records are disposed of by shredding 
or burning, as scheduled in the HB, GSA 
Maintenance and Disposition System 
(OAD P 1820.2A), and the records 
schedules authorized by that system. 

SYSTEM MANAGER(S) AND ADDRESS: 

The system manager is the System 
Development and Support Division of 
the Office of Inspector General (JPM). 
The mailing address is: General Services 

Administration (JPM), 1800 F Street 
NW., Washington, DC 20405. 

NOTIFICATION PROCEDURE: 
An individual who wishes to be 

notified whether the system contains a 
record concerning him or her should 
address a request to the Office of 
Counsel to the Inspector General (JC), 
General Services Administration, Room 
5324, 1800 F Street NW., Washington, 
DC 20405. 

RECORDS ACCESS PROCEDURES: 
An individual seeking access to a 

record should put his or her request in 
writing and address it to the Office of 
Counsel to the Inspector General (JC), 
including full name (maiden name if 
appropriate), address, and date and 
place of birth. General inquiries may be 
made by calling the Office of Counsel to 
the Inspector General on (202) 501–
1932. 

CONTESTING RECORD PROCEDURES: 
GSA rules for contesting the content 

of a record or appealing a denial of a 
request to amend a record are in 41 CFR 
part 105–64 published in the Federal 
Register. 

RECORD SOURCE CATEGORIES: 
The sources are individuals 

themselves, employees, informants, law 
enforcement agencies, other government 
agencies, employers, references, co-
workers, neighbors, educational 
institutions, and intelligence sources. 

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS 
OF THE ACT: 

In accordance with 5 U.S.C. 552a(j), 
this system of records is exempt from all 
provisions of the Privacy Act of 1974 
with the exception of subsections (b); 
(c)(1) and (2); (e)(4)(A) through (F); 
(e)(6), (7), (9), (10), and (11); and (i) of 
the Act, to the extent that information 
in the system pertains to the 
enforcement of criminal laws, including 
police efforts to prevent, control, or 
reduce crime or to apprehend criminals; 
to the activities of prosecutors, courts, 
and correctional, probation, pardon, or 
parole authorities; and to (a) 
information compiled for the purpose of 
identifying individual criminal 
offenders and alleged offenders and 
consisting only of identifying data and 
notations of arrests, the nature and 
disposition of criminal charges, 
sentencing, confinement, release, and 
parole and probation status; (b) 
information compiled for the purpose of 
a criminal investigation, including 
reports of informants and investigators, 
that is associated with an identifiable 
individual; or (c) reports of enforcement 
of the criminal laws, from arrest or 
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indictment through release from 
supervision. This system is exempted to 
maintain the efficacy and integrity of 
the Office of Inspector General’s law 
enforcement function. In accordance 
with 5 U.S.C. 552a(k), this system of 
records is exempt from subsections 
(c)(3); (d); (e)(1); (e)(4); (G), (H), and (I); 
and (f) of the Privacy Act of 1974. The 
system is exempt: 

a. To the extent that the system 
consists of investigatory material 
compiled for law enforcement purposes. 
However, if any individual is denied 
any right, privilege, or benefit to which 
the individual would otherwise be 
eligible as a result of the maintenance of 
such material, such material shall be 
provided to such individual, except to 
the extent that the disclosure of such 
material would reveal the identity of a 
source who furnished information to the 
government under an express promise 
that the identity of the source would be 
held in confidence, or, prior to the 
effective date of the Act, under an 
implied promise that the identity of the 
source would be held in confidence; 
and 

b. To the extent the system consists of 
investigatory material compiled solely 
for the purpose of determining 
suitability, eligibility, or qualifications 
for Federal civilian employment, 
military service, Federal contracts, or 
access to classified information, but 
only to the extent that the disclosure of 
such material would reveal the identity 
of a source who furnished information 
to the Government under an express 
promise that the identity of the source 
would be held in confidence, or, prior 
to the effective date of the Act, under an 
implied promise that the identity of the 
source would be held in confidence. 

This system has been exempted to 
maintain the efficacy and integrity of 
lawful investigations conducted 
pursuant to the Office of Inspector 
General’s law enforcement 
responsibilities and responsibilities in 
the areas of Federal employment, 
government contracts, and access to 
security classified information.

[FR Doc. 03–8309 Filed 4–4–03; 8:45 am] 

BILLING CODE 6820–34–P

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Office of the Secretary 

[OS–0990–OWH–NEW–CSS] 

Agency Information Collection 
Activities: Proposed Collection; 
Comment Request

AGENCY: Office of the Secretary, HHS. 
In compliance with the requirement 

of section 3506(c)(2)(A) of the 
Paperwork Reduction Act of 1995, the 
Office of the Secretary (OS), Department 
of Health and Human Services, is 
publishing the following summary of 
proposed collections for public 
comment. Interested persons are invited 
to send comments regarding this burden 
estimate or any other aspect of this 
collection of information, including any 
of the following subjects: (1) The 
necessity and utility of the proposed 
information collection for the proper 
performance of the agency’s functions; 
(2) the accuracy of the estimated 
burden; (3) ways to enhance the quality, 
utility, and clarity of the information to 
be collected; and (4) the use of 
automated collection techniques or 
other forms of information technology to 
minimize the information collection 
burden. 

Type of Information Collection 
Request: New Collection. 

Title of Information Collection: 
National Women’s Health Information 
Center (NWHIC) Customer Satisfaction 
Questionnaire. 

Form/OMB No.: OS–0990–OWH–
NEW–CSS. 

Use: The OWH plans to send a 
customer satisfaction questionnaire to 
users of NWHIC who have called the 1–
800 number. Since its launch in 1998, 
NWHIC’s toll-free number and services 
have not been evaluated to determine 
how well it has been fulfilling its goals. 
The survey is intended to assess the 
effectiveness of OWH in disseminating 
information through NWHIC. A random 
sample of 1,556 NWHIC users (with 
consent) will be mailed a survey and 
follow-up letter. 

Frequency: One Time. 
Affected Public: Individuals. 
Annual Number of Respondents: 

1,245. 
Total Annual Responses: 1,245. 
Average Burden Per Response: 9 

minutes. 
Total Annual Hours: 144. 
To obtain copies of the supporting 

statement and any related forms for the 
proposed paperwork collections 
referenced above, E-mail your request, 
including your address, phone number, 
OS document identifier, to 

John.Burke@hhs.gov, or call the Reports 
Clearance Office on (202) 690–8356. 
Written comments and 
recommendations for the proposed 
information collections must be mailed 
within 60 days of this notice directly to 
the OS Paperwork Clearance Officer 
designated at the following address: 

Department of Health and Human 
Services, Office of the Secretary, 
Assistant Secretary for Budget, 
Technology, and Finance, Office of 
Information and Resource Management, 
Attention: John Burke (0990–OWH–
NEW–CSS), Room 531–H, 200 
Independence Avenue, SW., 
Washington DC 20201.

Dated: March 28, 2003. 
John P. Burke, III, 
Office of the Secretary, Paperwork Reduction 
Act Reports Clearance Officer.
[FR Doc. 03–8300 Filed 4–4–03; 8:45 am] 
BILLING CODE 4150–33–P

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Opportunity for Cosponsorship of the 
President’s Challenge Physical Activity 
and Fitness Awards Program; 
Correction

AGENCY: Department of Health and 
Human Services, Office of the Secretary, 
Office of Public Health and Science, 
Office of the President’s Council on 
Physical Fitness and Sports.
ACTION: Notice; correction.

SUMMARY: The Office of the President’s 
Council on Physical Fitness and Sports 
(PCPFS) published a document in the 
Federal Register of March 25, 2003, 
announcing the opportunity for both 
non-Federal public and private sector 
entities to cosponsor activities related to 
the President’s Challenge Physical 
Activity and Fitness Awards Program. 
The document contained incorrect 
dates.

FOR FURTHER INFORMATION CONTACT: 
Christine Spain, (202) 690–5148. 

Correction 

In the Federal Register of March 25, 
2003, in FR Doc. 03–7033, on page 
14420, in the first column, correct the 
DATES caption to read:
DATES: To receive consideration, a 
request to participate as a cosponsor 
must be received by the close of 
business on May 20, 2003, at the 
address listed. Requests will meet the 
deadline if they are either (1) received 
on or before the deadline date; or (2) 
postmarked on or before the deadline 
date. Private metered postmarks will not 
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